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Conformity Certificate
TelekomSecurity.031.0324.07.2025

pursuant to Article 20 par. 1 of REGULATION (EU) No. 910/2014"
valid from 12.07.2025 up to and including: 11.07.2027

Certification Body of Deutsche Telekom Security GmbH
Bonner Talweg 100, 53113 Bonn

This is to certify
— pursuant to Article 20 par. 1 of REGULATION (EU) No. 910/2014 -
that the

Trust Service Provider
,Aangetekend B.V.“

provides the following trust services:

- qualified electronic registered delivery service (QERDS)

in accordance with the requirements of REGULATION (EU) No. 910/2014.

The above-stated trust service is also provided in accordance with

- ETSI EN 319 401 v3.1.1 General Policy Requirements for Trust Service Providers,

- ETSI EN 319 521 v1.1.1 Policy and security requirements for Electronic Registered Delivery Service Providers,
- ETSI EN 319 531 V1.1.1 Policy and security requirements for Registered Electronic Mail Service Providers.

This certificate is filed and registered under: TelekomSecurity.031.0324.07.2025

Dokument unterschrieben
von: Dr. Furgel, lgor
am: 08.07.2025 10:10 i} .I I.I o

Ort: Bonn
CERTIFICATION
BODY

Bonn, 08.07.2025

i.V. Dr. Igor Furgel
Head of Certification Body

Deutsche Telekom Security GmbH — Certification Body — is an accredited Conformity Assessment Body (CAB).
DAKKS Registration No.: D-ZE-21631-01 (former Certification Body of T-Systems International GmbH, former registration

No.: D-ZE-12025-01).
(( DAKKS

Deutsche
Akkrediterungsstelle
D-ZE-21631-01-00

L REGULATION (EU) No 910/2014 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL of 23 July 2014 on electronic
identification and trust services for electronic transactions in the internal market and repealing Directive 1999/93/EC amended by
the REGULATION (EU) 2024/1183 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL of 11 April 2024 amending
Regulation (EU) No 910/2014 as regards establishing the European Digital Identity Framework

This Conformity Certificate consists of 12 pages.



PUBLIC

Conformity Certificate TelekomSecurity.031.0324.07.2025 page 2 of 12
1. Object of the conformity assessment
1.1 Name of the trust service provider
Aangetekend B.V.
Company name: Aangetekend B.V.
Enterprise number: 52455289
Registered place of business: Computerweg 22, 3542 DR Utrecht,
The Netherlands
Operational office: Computerweg 22, 3542 DR Utrecht,
The Netherlands
e-mail: info@aangetekendmailen.nl
Tel: +31 30 2006838
URL: www.aangetekendmailen.nl
1.2 Names of the qualified trust services provided
‘Aangetekend Mailen Plus / Registered Email Plus’ (in short AM Plus)
The same service is offered under different names for marketing purposes:
‘Aangetekend Mailen Plus’ in the Netherlands and in other countries under the usual
translations with the addition 'Plus": Digitaal Aangetekend Plus (BE), Recommandé
Electronique Plus (BE/FR), Digital Einschreiben Plus (DE), Registered Email Plus
(UK/IE) and E-Mail Certificado Plus (ES).
1.3 Current confirmation status

Aangetekend B.V. is a qualified trust service provider (QTSP) according to Art. 24 of
elDAS Regulation?.

The previous full conformity assessment according to Article 20(1) of
elDAS Regulation® was accomplished with issuing the conformity certificate
TelekomSecurity.031.0303.06.2023 as of 29.06.2023.

REGULATION (EU) No 910/2014 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL of 23
July 2014 on electronic identification and trust services for electronic transactions in the internal market
and repealing Directive 1999/93/EC amended by the REGULATION (EU) 2024/1183 OF THE
EUROPEAN PARLIAMENT AND OF THE COUNCIL of 11 April 2024 amending Regulation (EU)
No 910/2014 as regards establishing the European Digital Identity Framework

08.07.2025



PUBLIC

Conformity Certificate TelekomSecurity.031.0324.07.2025 page 3 of 12

The current - 24 months periodic - conformity assessment of the TSP according to
Art. 20(1) of eIDAS Regulation serves the continuation of its status as a ‘qualified
trust service provider according to Art. 24 eIDAS Regulation for all qualified trust
services offered by the qTSP.

Current conformity assessment is additionally based on the supplementary
European standards

- ETSI EN 319 4014,

- ETSI EN 319 5215 and

- ETSI EN 319 531°¢

according to the specific request by the TSP.

Current assessment is based on the TSP “Service Provision Practice Statement”
(SPPS, not publicly available), version 1.8.1 as of 18.06.2025. The publicly available
“‘Aangetekend Mailen (Plus) / Registered Email (Plus) — Practice Statement’,
version 1.6 as of 26.05.2025 is published under
https://www.aangetekendmailen.nl/repository/.

2. TSP’s trust services in scope of the conformity assessment

Aangetekend B.V. operates and provides the following trust services in the qualified
TSP operation as defined in elDAS Regulation, Article 3

- qualified electronic registered delivery service (qualified trust service —
EDS/Q; URI: http://uri.etsi.org/TrstSvc/Svctype/EDS/Q),

and

- qualified electronic registered mail delivery service (as a specific subset of
qualified electronic registered delivery service as specified in ESTI
EN 319 531: qualified trust service — EDS/REM/Q;

URI: http://uri.etsi.org/TrstSvc/Svctype/EDS/REM/Q).

3 REGULATION (EU) No 910/2014 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL of 23
July 2014 on electronic identification and trust services for electronic transactions in the internal market
and repealing Directive 1999/93/EC

4 EUROPEAN STANDARD ETSI EN 319401 v3.1.1 of 2024-06: Electronic Signatures and

Infrastructures (ESI); General Policy Requirements for Trust Service Providers

5 EUROPEAN STANDARD ETSI EN 319521 v1.1.1 of 2019-02: Electronic Signatures and
Infrastructures (ESI); Policy and security requirements for Electronic Registered Delivery Service
Providers

6 EUROPEAN STANDARD ETSI EN 319531 v1.1.1 of 2019-01: Electronic Signatures and
Infrastructures (ESI); Policy and security requirements for Registered Electronic Mail Service Providers
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Aangetekend B.V. operates and provides the following relevant additional services:

Registration (enrolment) of service subscribers (request submission, request
verification, identification),

Deletion of subscriber’s accounts,

Login of subscribers into the service platform (subscriber’s identification and
authentication),

Usage of qualified electronic registered delivery service for service subscribers as
Sender and as Addressee,

Usage of qualified electronic registered delivery service for natural persons, who
are not service subscribers, as Addressee only.

Operation of a web portal providing information about these services
(https://www.aangetekendmailen.nl/ and hitps://www.e-registeredmail.com/),
including the TSP’s ‘Service Manual Aangetekend Mailen (Plus)/ Registered
Email (Plus)’, further subscriber information and the legal basis (General Terms
and Conditions).

Technical support hotline for customers, which can be contacted under
info@aangetekendmailen.nl and support@aangetekendmailen.nl and telephone
contact under +31 30 2006838.

Qualified Registered Electronic Mail (service type URI:
http://uri.etsi.org/TrstSvc/Svctype/EDS/REM/Q in accordance with
ETSI TS 119612 V2.3.1, sec. 5.5.1).

According to ETSIEN 319 531 standard, registered electronic mail service
(REMS) is a specific type of electronic registered delivery service (ERDS), which
builds on the formats, protocols and mechanisms used in ordinary e-mail
messaging.

Following qualified trust services are covered by the current conformity assessment:

Description of the | ‘qualified trust service type’
trust service according to ETSI TS 119 612 V2.3.1, sec. 5.5.1

qualified Electronic | URI: http://uri.etsi.org/TrstSvc/Svctype/EDS/Q
Registered
Delivery Service

qualified Electronic | URI: http://uri.etsi.org/TrstSvc/Svctype/EDS/REM/Q
Registered Mail

08.07.2025
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Description of the
trust service

‘qualified trust service type’
according to ETSI TS 119 612 V2.3.1, sec. 5.5.1

Delivery Service

(as a  specific
subset of qualified
Electronic
Registered
Delivery Service as
specified in ESTI
EN 319 531)

Each qualified trust service covered by the current conformity assessment is
identified by the service certificate information, which is unambiguously assignable
to each single trust service. This service certificate information is summarised

below:
Service type | URI: http://uri.etsi.org/TrstSvc/Svctype/EDS/Q
identifier according
to ETSI TS 119 612
v2.3.1, sec. 5.5.1

Service name:

Aangetekend Mailen Plus / Registered Email Plus

Trust service certificates

/0 = Aangetekend B.V.

/C = NL

certificate name (CN)

Serial number (SN)

Fingerprint

CN = Aangetekend B.V.

HEX: 0260BB36D6F468B62EC33F6509

DEC: 188393214072650570829815309577

SHALl: cdbeb59e4b7bedc20831cbaec2822d91bedef5e30

Baseb64:

MITIH7DCCBtSgAwWIBAgINAMC7NtbOaLYuwz91CTANBgkghkiG9
wOBAQsFADCBgjELMAKGA1UEBhMCSFUXETAPBgNVBACMCEJ1ZG
FWwZXNOMRYwWEAYDVQQKDAINaWNyb3N1YyBMdGQuUMScwJIQYDVQQ
DDBS5RAWFsaWZpZWQgZS1Temlnbm8gUUNQIENBIDIWMTIxHZzAd
BgkghkiGOwOBCQEWEGluZm9AZS1lzemlnbm8uaHUwHhcNMjMxM
TIzMTQOxXNTEyWhcNMjUxMTIyMTQOxNTEyW]CBxjELMAKGALUEBRA
MCTkwxEDAOBgNVBAcCMB1V0OcmVjaHQOxGTAXBgNVBAOMEEFhbmd
1dGVrZW5S5kIEIuVi4xGzAZBgNVBGEME 1 ZBVESMLTg1MDQ1MzAW
OEIWMTEZMBCGALUEAWWQQWFUZ2V0ZWt1bmQgQi5WLjErMCkGC

08.07.2025
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SgGSIb3DQEJARYcc3VwcGIydEBhYW5nZXR1a2VuZGlhaWxlbi
5ubDE1MCMGA1UEBRMcMS4 2L YuMS40LjEuMjEIMjguMidzLyI
uODk40ODCCASIwWDQYJKoZIhvcNAQEBBQADggEPADCCAQOCggEB
APPOfV4AB8JINuwl/wcked 10HT+yFJRRhC40F8TFCKT1ERh4Ra0
gqliQBszgvd/sL37TjiR43RrfLxatMZzwWCYah+zz3CM3995EP
vddrkWyBSnl0eUwil+O+DbVBpAGOZe+HgZkZcoG8V2AUT67u8
X6cg9oo0ged2jSad8J+mDc9sDgnlHwAdYbgHeDKtxapxY0T9Da
CVdbeexWely46ecV491sMIzYK+IB3TMghYGEEChbyQDFfzOh++
VgtcDJvNz69AYguzCsEfM7cStjjrttScVH6ALhgI3QkhN4MCJT
s4mdHAK30rsrn9GJlbl1tCdZIc+iQGRVTk3yddtwBmNMIAVIWIE
CAWEAAaOCBBkwggQVMA4GA1UdDWER/wQEAWIGQDAVBgNVHSUE
DjAMBgorBgEEAYI3CgMMMIICLQYDVROGBIICJIDCCALIAWGgIRB
g0rBgEEAYGOGAIBAYE3MIIB/JjAMBggrBgEFBOcCARYaaHROcCD
ovL2NwLmUtc3ppZ25vLmhlL3FjcHMwgaIGCCsGAQUFBWICMIG
VDIGSUXVhbGImaWVkIGNlcnRpZmljYXR1IGZvciBlbGVjdHIvV
bmljIHN1YWwgKEJyb256ZSkuIFROZSBwcm92aWR1lciBwemVzZ
XJ2ZXMgcmVnaXNOcmF0aWOuIGRhdGEgZmOyIDEWIH11YXJzIG
FmdGVyIHRoZSBleHBpcmF0aWOuIGOmIHROZSB] ZXJ0aWZpY2F
0Z2S4wPwYIKwYBBQUHAgIWMwwxVGh1TIHN1YmplY3Qgb2YgdGhl
IGN1lcnRpZmljYXR1IIG1zIGEgbGVNnYWwgcGVyc29uLjCBtwYIK
wYBBQUHAgIwgaoMgadFbGVrdHIvbml rdXMgYsOpbHl11Z3rFksS
BtaW7FkXPDrXR1dHQgdGFuw/7pzw610dsOhbnlhIChCcm9ueik
uIEEgcmVnaXN6dHLDoWNpw 7/NzIGFkYXRva2F0IGEgc3pvbGED
oWx0YXTDsyBhIHRhbsO6c80tdHbDoW55IGx1lasOhcnTDoXTDs
2wgc3rDoW3DrXRvdHQgMTAgw61l2aWcgxZFyemkgbWVnLjAOBg
grBgEFBQOcCAjA0DCZBIHRhbsO6c80tdHbDOWS5IGEsYW55YSB
qb2dpIHN6ZW3DgWx5LjAIJBgcEAIvsQAEBMBOGA1UdDgQOWBBSM
Dg+4t4s93S08frwG63ItHZrfhzAfBgNVHSMEGDAWgBTMPUbOZ
QC76s092z7eI4ZX/U3m7tDBCBgGNVHREEOZASgRxzdXBwb3J00G
FhbmdldGVrZW5kbWEpbGVULmM5soBkGCCsGAQUFBwgDoAOWCwWY
JKwYBBAGBgBgCMDUGA1UdHWQUMCwwKgA00oCaGJIGhOdHAGLY 9]
cmwuZSlzemlnbm8uaHUvcWNwY2EyMDEyLmNybDBsBggrBgEEFB
QcBAQRgMF4wKgYIKwYBBQUHMAGGHMhOdHA6LY9xY3BVvY3NwM]
AxMi51LXN6aWduby50dTAwWBggrBgEFBQcwAoYkaHROcDovL3d
3dy51LXN6aWduby50dS9xY3BjYTIWMTIuY3JOMIGRBggrBgEF
BQcBAwWSBhDCBgTAIBgYEAISGAQEWCWYGBACORgEDAgGEKMEFMGB
gQAjkYBBTBIMCOWHmMhOdHBz018vY3AuZS1lzemlnbm8uaHUvcW
Nwcl91bhMCZW4wIRYbaHROCHM6LyY9jcC51LXN6aWduby50dS9
xY3BzEwWJodTATBgYEAISGAQYWCQYHBACORGEGAJANBgkghkiG
9wOBAQSFAAOCAQEAIXnzH5g5gQv1Ut7hCzfv/IYDog3ENdnlC
cR4nOpOua7yzF70b6ee2pKXZx3f5vtVESupGEHUbN7BbrKROS
JO0g+xTUtdI1LkbILCJTVUIGB18s1PoHIB200bnATEehc70hg3
LalHZRXgHfA7eD8As49UbK/02Rnmh1h0aGPN6SDSA30Q1iYJ84
311gX5041AcPCw91ksiPE+9EMIMMrX7g8m+lwucE+Q9Tu2Qed
zSxg5ebacR0z5XXgvPmhZGxXRKiPiEgMLtFsw8VCm10gLA2MV
WOQHjU1lVwSisYQ+sgV1ltbsv7koFGIDi6gT8PUcAhU6a9Y5aFb
cgNODimjl1GTJICHQ==

Table 1: PKI certificates for the trust service [EDS/Q

In implementing the qualified trust services, Aangetekend B.V. draws on the
services of the following externally visible delegated third parties:

08.07.2025
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Issuing service certificates for qualified electronic seals; these service certificates
are used by Aangetekend B.V. for providing the trust service in the current scope,
see Table 1 above.
This service is provided by qualified trust service provider Microsec Ltd., see
chap. 5 for details.
The Aangetekend B.V. service certificates listed in Table 1 above were issued by
gTSP Microsec Ltd. using the following Microsec’ service certificate:
CN = Qualified e-Szigno QCP CA 2012
Certificate Serial Number:
HEX: 2EEBA3B3AF911A4B31BDB10A,
DEC: 14521181079746129702095270154.

Qualified timestamp service; this service is used for adding timestamps to the
subscriber’s electronic registered letters.

This service is provided by qualified trust service provider QuoVadis, see chap. 5
for details.

Identification service ltsme®.
This service is provided by Belgian Mobile ID NV, see chap. 5 for details.

A detailed information about the identification procedures and other customer
related questions can be directly requested from the TSP.

3. Certification Programmes

The current conformity assessment procedure has been performed in accordance
with the Certification Programmes 031 ‘elDAS TSP’ and 032 ‘ETSI EN 319 4xx/5xx’
(both in the scope of accredited area) of the Certification Body of Deutsche Telekom
Security GmbH.

The Certification Body of Telekom Security is a conformity assessment body as
provided by Article 3 paragraph 18 of elDAS. The Certification Body of Telekom
Security is accredited by the German Accreditation Authority (DAKKS;
http://www.dakks.de/en, member of EA) for performing conformity assessment
(audit) according to elDAS requirements and according to ETSI EN 319 4xx/5xx;
accreditation ID: D-ZE-21631-01-00 (former D-ZE-12025-01-00).

4. Assessment of the TSP’s qualified operation

The current Service Provision Practice Statement (version 1.8.1 as of 18.06.2025;
not publicly available) as well as the “Aangetekend Mailen (Plus) / Registered Email
(Plus) — Practice Statement” (version 1.6 as of 26.05.2025; publicly available) of the
trust service provider “Aangetekend B.V.” are suitable for the operations of a
qualified trust service provider as defined by eIDAS Regulation.

08.07.2025
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This Service Provision Practice Statement and as well as “Aangetekend Mailen
(Plus) / Registered Email (Plus) — Practice Statement” of the trust service provider
~Aangetekend B.V.“ are implemented accordingly in practice.

This verdict is also valid with respect to the compliance of the qualified operation of
the trust service provider “Aangetekend B.V.” with the requirements of European
standards ETSI EN 319 4017, ETSI EN 319 5218, and ETSI EN 319 531°.

The trust service provider ,Aangetekend B.V.“ operates the following trust services
in compliance with the relevant requirements of the current version of
elDAS Regulation:

Description of the | ‘qualified trust service type’
trust service according to ETSI TS 119 612 V2.3.1, sec. 5.5.1

qualified Electronic | URI: http://uri.etsi.org/TrstSvc/Svctype/EDS/Q
Registered
Delivery Service

qualified Electronic | URI: http://uri.etsi.org/TrstSvc/Svctype/EDS/REM/Q
Registered Mail
Delivery Service

(as a  specific
subset of qualified
Electronic
Registered
Delivery Service as
specified in ESTI
EN 319 531)

Table 2: Trust services provided in compliance with eIDAS Regulation and
ETSI EN 319 401, ETSI EN 319 521 and ETSI EN 319 531

7 EUROPEAN STANDARD ETSI EN 319401 v3.1.1 of 2024-06: Electronic Signatures and
Infrastructures (ESI); General Policy Requirements for Trust Service Providers

8 EUROPEAN STANDARD ETSI EN 319521 v1.1.1 of 2019-02: Electronic Signatures and
Infrastructures (ESI); Policy and security requirements for Electronic Registered Delivery Service
Providers

® EUROPEAN STANDARD ETSI EN 319531 v1.1.1 of 2019-01: Electronic Signatures and
Infrastructures (ESI); Policy and security requirements for Registered Electronic Mail Service Providers

08.07.2025
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5.

Integrated Modules

For implementing the trust services in scope, the TSP uses the following already
elDAS-confirmed qualified services provided by module operators as delegated third
parties, whereby single certified and not certified operational options of the modules
are exactly stated in each related Conformity Certificates for the modules.

A single module can be used by the TSP as exclusive or non-exclusive service
provided by the respective delegated third party (called ‘module provider’).

In case of the exclusive service by a module, the TSP shall use the module for the
provision of the qualified trust services listed in chap. 4, Table 2 above. Therefore,
the present Conformity Certificate covers the operation of the qualified trust services
listed in chap. 4, Table 2 above solely using the respective modules.

In case of the non-exclusive service by a module, the TSP may operatively decide
on the usage or non-usage of the module in the qualified TSP operation. Hence, the
present Conformity Certificate for the TSP covers the TSP operation with this
service as well as without it.

The table below represents a snapshot at the time of issuance of the present
Conformity Certificate. Precise information on the modules of the non-exclusive
services that are integrated by the VDA at a given time can be obtained from the
TSP.

08.07.2025
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Conformity Certificate | exclusive or
acc. to eIDAS non-
modul modul .
modul name . . address exclusive
service provider ) . ice b
ID valid until | Service by
the module
Microsec Compan Cert-ID:
Micro numger_y HUNG-TJ-
Software 01-10- ) ESIGN-R-
Engineerin 047218 026-2024 as
o |9 _&lyaTHU-  |of
issuing service | Consulting 23584497 30.10.2024
e-Szigné certificates  for|Private 13 An ’el 30.10.2026 | exclusive
Qualified Seal |qualified Company Sanz Bgriz HUNGUARD T
electronic seals |Limited by Road
Shares Buda’ est See also
(trade H-1 03?3 https://e-
name: HU ’ szigno.hu/ei
Microsec ’ das-
Ltd.) certificates
Cert-ID No.
229/2023 as
of
number: KPMG
Quovadis  |Qualified Quovadis | 32257455 1o tenstei
Qualified timestamp Trustlink e 56 r?oord n) AG 29.11.2025 |exclusive
Time-Stamp | service B.vV. 3436 77 |See also:
Nieuwegein https://eidas.e
NL c.europa.eu/ef
’ da/tl-
browser/#/scr
een/t/NL/10
Identification Compar.1y Notified
. service Itsme® number: pursuant to
Belgian elD mobile A Belgian 0541.659.0 |Art. 9 of
Scheme FAS / PP Y 9 84,  Sint|elDAS, date| . . . .
obile ID not limited | non-exclusive
ltsme® Goedeleple |of
Level of [NV ; C
assurance: in 5, 1000 |publication:
i Brussels, 18.12.2019
substantial BE
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6.

Summary and Notes

1.  The current Service Provision Practice Statement (version 1.8.1 as
of 18.06.2025; not publicly available) as well as the “Aangetekend Mailen
(Plus) / Registered Email (Plus) — Practice Statement” (version 1.6 as
of 26.05.2025; publicly available) of the trust service provider
“Aangetekend B.V.” are suitable for the operation of a qualified trust service
provider as defined by eIDAS Regulation and are implemented accordingly in
practice.

2.  The trust service provider ,Aangetekend B.V.“ operates the trust services
listed in chap. 4, Table 2 above in compliance with the relevant requirements
of the current version of eIDAS Regulation.

3. The trust service provider ,Aangetekend B.V.“ operates the trust services
listed in chap. 4, Table 2 above in compliance with the relevant requirements
of European standards ETSI EN 319 401", ETSI EN 319 521", and ETSI
EN 319 5312,

4. The present Conformity Certificate TelekomSecurity.031.0324.07.2025 is

valid for the current Certification Policy up to and including 11.07.2027.

This validity period (that is, the maximum possible duration of TSP operation
in compliance with elDAS Regulation) results from the specification of
elDAS Regulation, Article 20 (1).

Since some modules integrated into the provision of the qualified trust
services listed in chap. 4, Table 2 above do continuously provide exclusive
services to the TSP, and the TSP cannot therefore remove them from qualified
operation in the related context (see chap.5), the validity period of the
operation of the qualified trust services listed in chap. 4, Table 2 above is
limited by the validity period of the related conformity certificates for these
modules.

The validity of the present Conformity Certificate can be extended or reduced
if the basics upon which it was issued allow an extension or make a reduction
necessary.

EUROPEAN STANDARD ETSI EN 319401 v3.1.1 of 2024-06: Electronic Signatures and
Infrastructures (ESI); General Policy Requirements for Trust Service Providers

EUROPEAN STANDARD ETSI EN 319521 v1.1.1 of 2019-02: Electronic Signatures and
Infrastructures (ESI); Policy and security requirements for Electronic Registered Delivery Service
Providers

EUROPEAN STANDARD ETSI EN 319531 v1.1.1 of 2019-01: Electronic Signatures and
Infrastructures (ESI); Policy and security requirements for Registered Electronic Mail Service Providers
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End of the Conformity Certificate
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Conformity Certificate:
TelekomSecurity.031.0324.07.2025

Issuer: Deutsche Telekom Security GmbH
Address: Friedrich-Ebert-Allee 71-77, 53113 Bonn
Address of CB: Bonner Talweg 100, 53113 Bonn
Phone: +49-(0)228-181-0

Fax: +49-(0)228-181-49990

Web: www.telekom-zert.com

https://www.telekom.de/security
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